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ABSTRACT

This article intended to analyse the consumer protection afforded by Art. 6.3 of the EU’s Digital Services Act. This legal provision targets platforms acting as online marketplaces, as defined by the DSA as intermediation services facilitating contracts between traders and consumers, and creates a safe harbour for those platforms, exempting them from liability in certain cases. While all online marketplaces have certain obligations that they should be held accountable for, some platforms, besides these obligations, exert significant control and influence over the provision of products or services. Consequently, this study delves into when and how such intermediation platforms could be held liable for infringements committed by sellers on their platform or for breaches of contract by the sellers. Additionally, it examines how certain Member States of the European Union are addressing the platforms’ liability for breaches of contracts they did not directly enter into.


RESUMO

Este artigo pretendeu analisar a proteção ao consumidor conferida pelo art. 6.3 da Lei dos Serviços Digitais da UE. Esta disposição legal visa plataformas que funcionam como mercados online, conforme definidos pela DSA (Data Science Academy) como serviços de intermediação que facilitam contratos entre comerciantes e consumidores, e cria um porto seguro para essas plataformas, isentando-as de responsabilidade em certos casos. Embora todos os mercados online tenham certas obrigações pelas quais devem ser responsabilizados, algumas plataformas, além destas obrigações, exercem controle e influência significativos sobre o fornecimento de produtos ou serviços. Consequentemente, este estudo investiga quando e como tais plataformas de intermediação podem ser responsabilizadas por infrações cometidas pelos vendedores na sua plataforma ou por quebras de contrato por parte dos vendedores. Além disso, examina a forma como certos Estados-membros da União Europeia estão abordando a responsabilidade das plataformas por violações de contratos que não entraram diretamente.


1. INTRODUCTION

Regulation (EU) 2022/2065 of the European Parliament and of the Council of 19 October 2022, on a Single Market for Digital Services,1 replaces...
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part of the E-Commerce Directive and sets out a comprehensive new regulatory framework for online platforms and internet and digital services. It also addresses consumer protection in Art. 6.3 (online marketplace safe harbours). The purpose of this norm is to provide protection for consumers in the event that the seller who uses the platform to supply its services breaches the contract with the consumer, as long as certain requirements are met. The following pages will analyse whether the rule does indeed fulfil this goal.

2. ONLINE TRADING AND INTERMEDIATION PLATFORMS

In order to analyse Art. 6.3 DSA it is essential to determine the role played by that intermediary and the consequences linked to its participation in the conclusion of the contract.

2.1. CONTROL AND APPEARANCE ARE INDICATIONS OF NON-NEUTRALITY

When analysing the role of collaborative platforms, the European Commission considered certain criteria that could provide insight into the role played by the platform. The Commission considered that certain elements could indicate that the platform exercised a high level of control and influence over the provision of the underlying service and, therefore, that this could indicate that it also performed the underlying service in addition to providing an information society service. For example, if the platform established the price, set mandatory instructions on the provision of the underlying service, including any obligation to provide the service, put the service provider in an employment relationship, owned key assets to provide the underlying service, or bore the costs and assumed all the risks associated with the supply of the underlying service.²

According to this approach, the CJEU held that Uber was a transport undertaking and not merely an intermediary providing information society services.³ By contrast, the CJEU admitted that in the ancillary services offered by Airbnb (receipt of payment, assessment of the service, damage guarantee and, optionally, liability insurance), it is not possible to appreciate the same level of control as in Uber.⁴ Airbnb does not directly or indirectly set the rental price,

⁴ CJEU C-390/18, of 19 December 2019, Airbnb Ireland (EU:C:2019:1112), paras 56-64. Shortly before, the STJ Catalunya of 13.12.2019 (ES: TSJCAT:2019:8266) similarly did not deny Airbnb’s role as an intermediary, but held that it was responsible because it could identify which housing should be offered as tourist accommodation (only those that were registered). On Homeaway (now Vrbo España), on the other hand, see STS 30.12.2020 (ES:TS:2020:4484), against STJ Catalunya of 5 October 2018 (with criticism, Álvarez Moreno, Mª Teresa, La contratación electrónica mediante plataformas en línea, Madrid, Reus, 2021, pp. 256-263) and, more recently, STS 07.01.2002 (ES:TS:2022:6). On the housing portal El Idealista, see...
nor does it select the tenants or the accommodations offered on the platform.\(^5\) Therefore, the higher the level of control and organisation in the selection of content providers or the way in which content services are delivered (e.g. if intermediary service providers verify quality and/or set the price), the more obvious it becomes that the platform itself may also be considered as a content provider and/or does not deserve to qualify as an information society service provider.\(^6\)

However, another way of looking at things is to understand that the intermediary does not lose that role, even though it is clear that “intermediation + control” is something fundamentally different from “mere intermediation”.\(^7\) Thus, the lack of neutrality is a criterion for attributing liability to the platform, which is something that US courts have also had occasion to affirm in the context of product liability.\(^8\)

There is another element to be considered when analysing the role of the intermediary, which was initially pointed out by Advocate General Spuznar. The AG considered not only the functions or services provided by the platform, but also the appearance with which users perceived that rendering of services. As he stated:

\[...\] Uber’s activity comprises a single supply of transport in a vehicle located and booked by means of the smartphone application and \[...\] this service is provided, from an economic standpoint, by Uber or on its behalf. The service is also presented to users, and perceived by them, in that way. When users

---

5 CJEU C-390/18, of 19 December 2019, Airbnb Ireland (EU:C:2019:1112), paras 66-68. For the transport sector, see CJEU C-62/19, of 3 December 2020, Star Taxi App (EU:C:2020:980), para 55, which holds that the platform operator does not select taxi drivers, nor does it fix or charge the price of the journey, nor does it exercise control over the quality of the vehicles or their drivers, nor over the behaviour of the latter. It follows that such a service cannot be considered as part of an overall service whose main element is the provision of transport. However, if this were the case, the intermediation service would still be subject to the rules of the DSA, in accordance with Recital 6 and Art. 2.2. See De Miguel ASENSIO, Pedro, “Obligaciones de diligencia y responsabilidad de los intermediarios: El Reglamento (UE) de Servicios Digitales”, La Ley Unión Europea, 2022, 109 (Diciembre), [pp. 1-47], p. 3.
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decide to use Uber’s services, they are looking for a transport service offering certain functions and a particular standard of quality. Such functions and transport quality are ensured by Uber.\(^9\)

Previously, the CJEU C-149/15, of 9 November 2016, \textit{Wathelet}, had already ruled, in a case that had nothing to do with marketplaces, that the consumer must be protected by the rules of consumer law when it is not disclosed to them that the other party is acting on behalf of a natural person who does not have the status of a trader but appears to be acting as such. According to the judgment, the protection of appearance is crucial when the buyer believes that the trader is a businessperson because there is nothing that suggest that she/he is acting on behalf of another consumer.\(^10\) If the reasoning of that judgment is extended to platforms, what would matter is how the platform presents itself to the buyer. In other words, despite the fact that the platform is not an agent of the trader or seller, as was the case in the latter judgment, the allocation of liability to the platform for the trader’s breach of contract would result from the fact that it created the impression for the consumer that the contract was concluded with the platform and that it was the platform’s responsibility to perform the contract.

\subsection*{2.2. A SOFT LAW MODEL OF LIABILITY}

Building on these reflections, a group of academics, under the auspices of the European Law Institute (ELI), drafted model rules,\(^11\) which, taking up the ideas set out above, provided some examples to determine when the platform can be understood to have influence or control over the service provider (over the seller or trader) and what consequences should flow from the fact that the platforms display the information relating to the transaction in a way that suggests to consumers that it is the platforms or traders acting under their authority or control who are providing such information.\(^12\) These soft law provisions clearly call for liability to be imposed on the platform for the trader’s breach, as long as the platform breaches its duty to disclose its role as a mere intermediary, or induces the consumer to reasonably rely on its predominant influence over the trader, without prejudice to the right of redress or recourse against the ac-

---


tual breaching party. Of course, in parallel, the platform may also be liable for damages if it provides misleading information, and in particular for breach of the duty to inform the consumer whether the supplier offers its goods, services or digital content as a trader, or of the duty to warn the consumer that consumer law does not apply to the contract between supplier and customer, where this is the case.\footnote{See in particular Art. 13-14, 19-24, 25 ELI Model Rules.}

3. INTERMEDIATION PLATFORMS THAT ALLOW CONSUMERS TO CONCLUDE DISTANCE CONTRACTS IN THE DIGITAL SERVICES ACT

Art. 6.3 DSA is a rule specifically aimed at platforms acting as online marketplaces, which the provision defines as the intermediation service between a trader and a consumer for the conclusion of a contract. Only contracts between businesses and consumers (B2C) are covered, so contracts between peers (B2B or C2C) are excluded.

3.1. WHAT ART. 6.3 DSA SAYS

According to Art. 6.3 DSA, online marketplaces should not enjoy the safe harbour privilege where they present the specific piece of information or otherwise enable the specific transaction in question in a way that would lead a consumer to believe that the information, or the product or service which is the subject of the transaction, is provided by the online platform itself or by a recipient of the service acting under its control. It should be determined objectively, on the basis of all relevant circumstances, whether the presentation could lead an average consumer to believe that the information in question was provided by the online platform itself or by traders acting under its authority or control.\footnote{Recital 24 DSA. See comments on the preceding Art. 5.3 of the DSA Proposal, in Fernández Chacón, “Caracterización contractual”, in Gómez Pomar - Fernández Chacón (eds), Estudios, pp. 737-742; Cauffman, Caroline – Goanta, Catalina, “A New Order: The Digital Services Act and Consumer Protection”, 2021, p. 9, available at: https://www.researchgate.net/publication/348787835.}

This is a well-intentioned rule which, however, surely does not provide sufficient protection for consumers. Firstly, the criterion of the “average consumer” refers to one who is reasonably well-informed and reasonably observant, which opens the door to legal uncertainty and discussions on how the scenario should be interpreted. Secondly, the rule is vague, as will be explained below.

3.2. WHAT ART. 6.3 DSA DOES NOT SAY

What does it mean to act under the authority or control of the platform? Only the Recitals of the Regulation can help to understand the undefined word-
ing of Art. 6.3 DSA. Thus, Recital 23 refers to the fixing of the price of the goods or services offered by the provider, as a sign of the platform’s predominant influence over the essential elements of the economic transactions. Moreover, Recital 24 describes other significant behaviours that may lead consumers to make erroneous assumptions about the identity of the supplier: failure to clearly display the identity of the trader,\textsuperscript{15} withholding the identity or contact details of the trader until after the conclusion of the contract between the trader and the consumer,\textsuperscript{16} or marketing the product or service in the platform’s own name.\textsuperscript{17}

### 3.3. PROVISIONAL ASSESSMENT

An initial assessment of Art. 6.3 DSA requires taking into account that such platforms retain their status as intermediaries, even though they do not perform a “mere or simple” intermediary function. A distinction can thus be made between platforms providing goods and services which act as a contractual party in the sense of Recital 18 DCD;\textsuperscript{18} other platforms which are mere intermediaries, not involved in the contractual relationship between customer and supplier; and finally, intermediary platforms which also have control of the underlying business.\textsuperscript{19} The latter two categories of platforms are covered by the DSA.

Indeed, according to Art. 2.2 DSA, the DSA is only aimed at platforms acting as intermediaries. This also means that even if the intermediation service

\textsuperscript{15} See Communication from the Commission: Guidance on the interpretation and implementation of Directive 2005/29/EC of the European Parliament and of the Council concerning unfair business-to-consumer commercial practices in the internal market (OJ C 526, 29.12.2021), p. 89: “In fact, if the failure by the marketplace to inform about the identity of the actual trader creates the impression that the marketplace is the actual trader, this may result in it being liable for the obligations of the trader”. Regarding the obligation to display such information, see Art. 30.1 DSA and Art. 3.4 (a) (ii) and Art. 4.5 of Directive (EU) 2019/2161, of 27 November 2019, on modernisation of Union consumer protection rules (OJ L 328, 18.12.2019) inserting a new Art. 7.4 (f) in Directive 2005/29/EC and a new Art. 6a in Directive 2011/83, of 25 October 2011, on consumer rights, respectively. See also Art. 30.7 DSA and Art. 3.5 of Regulation (EU) 2019/1150, of 20 June 2019, on promoting fairness and transparency for business users of online intermediation services (OJ L 186, 11.07.2019) in relation to the visibility of the identity of the professional user offering goods or services. See Fernández Chacón, “Caracterización contractual”, in Gómez Pomar - Fernández Chacón (eds), Estudios, pp. 683-690.

\textsuperscript{16} Art. 20.2 (b) ELI Model Rules.

\textsuperscript{17} Art. 20.2 (f) ELI Model Rules.


provided is part of an overall service whose main element is not remote (e.g. transport), the intermediation service is still subject to the rules of the DSA (Art. 2.2 and Recital 6 DSA). This changes the previous orientation of European case law.

Additionally, the DSA breaks with the idea that an active role of the platform amounts to having control of the business or that it amounts to a presumption of knowledge of wrongdoing. Recital 18 still refers to services playing an active role, but this concept is rather built on notions such as “editorial functions”, “knowledge” and “(intellectual) control”. What is important in the context of online markets is to analyse the way in which platforms design their information society services in order to find out whether they actually act as true hosting intermediaries. It is indeed generally the case that the role of platforms today always involves some degree of activity, either by optimising the presentation of user content, promoting it, tagging or indexing it, or providing search functionality, among other activities. Therefore, if “control” is to be identified with an active role of the platform, it must refer to intellectual control of the activity, and, additionally, the relevant indicators must be established to define when platforms are to be understood as having control over and participating in the underlying business. The problem is that there is a lack of clear indicators in the DSA. As mentioned above, Recitals 23 and 24 provide some clues, but they are not enough and it is not certain that a single parameter is sufficient to interpret that the platform plays a role that goes beyond mere or simple intermediation.

4. THE EFFECT OF THE SAFE HARBOUR ON PLATFORMS THAT DO NOT ACT AS SIMPLE INTERMEDIARIES

What happens when a platform is not simply an intermediary, but also has control and/or otherwise gives the consumer the impression that it is the other party to the contract? At this point it is necessary to refer to another novelty of the DSA, which consists of maintaining the safe harbours, previously regulated in Directive 2000/31, of 8 June 2000, on electronic commerce, in exchange for imposing duties of care on intermediary companies (regardless of whether or not they qualify as platforms). The DSA establishes a scenario

---

20 Significantly, CJEU C-682/18, of 22 June 2021, Frank Peterson/YouTube and C-683/18, Elsevier/Cyando (ECLI:EU:C:2020:586), paras 79-80, 105-106, 108, 114-115, 117, has ruled that an active role of the provider amounts to control of the activity or a presumption of knowledge of the activity.


with differentiated duties of care, tailored to the nature and size of intermediary undertakings, including hosting businesses and content distribution platforms and search engines, with a particular focus on very large platforms and search engines.\(^{23}\)

The DSA continues to focus the exemption from liability on the concept of illegality (of content, products, services, activities), which must be defined in accordance with European law or national law in accordance with European law [Art. 3 (h) DSA]. The concept refers to what, under the applicable law, is illegal in itself or is related to activities that are illegal. Recital 12 provides illustrative examples, which broadly reflect existing rules in the offline environment.

Once the safe harbour no longer applies, the intermediary is only liable for the infringement if the conditions laid down in the respective Member State for doing so are fulfilled. Therefore, not being exempted from liability (under EU law) does not imply a correlative and automatic imposition of liability (under national law). It is the case, however, that the loss of immunity can be considered as an indication from which it might be to deduced that the provider was aware of or contributed in some way to the wrongful act or the infringement, which is, at the same time, an indication that due diligence was not exercised, and therefore an element that would allow liability to be charged on this ground.\(^{24}\)

It can be assumed that in all cases where the intermediary should have had knowledge that the content it hosts is illegal, but does not obtain such knowledge because it breaches certain duties of care, e.g. does not establish contact points, does not have a mechanism for notice and action, or does not clearly explain how the notification should be made, the benefit of the exemption from liability should be lost.\(^{25}\) However, Recital 41 states that the due diligence obligations are independent of the question of the exemption of intermediary service providers from liability. It would seem, on the contrary, that Art. 6.3 DSA starts from precisely the opposite premise, i.e. that the exemption from liability does not apply when the platform infringes certain duties of care, such as the duty to inform about the trader (Art. 30.1 DSA), notwithstanding the fact that, in addition, the infringement of this duty entails liability ex Art. 54 DSA.

It does not seem appropriate to rely on the loss of the safe harbour to hold platforms liable when they fail to fulfil duties for which they themselves are solely responsible. Indeed, platforms are liable for non-performance of ancillary

---


\(^{24}\) Arroyo Amayuelas, Esther, “¿Puertos seguros a prueba de futuro?”, Cuadernos de Derecho Transnacional, 2020, 12, 1, [pp. 808-837], pp. 809-810.

services they may offer (e.g. car rental insurance or airport transfer to hotels) and/or for breach of their own duties of transparency, e.g. by providing misleading information or otherwise failing to comply with their information duties under national and EU law.\(^{26}\) Liability also arises for breach of obligations relating to the contract that have been shared with the online marketplace provider.\(^{27}\) The safe harbour is only intended to exempt intermediaries from liability for illegal content/infringing conduct of third parties.\(^{28}\) When the platforms breach their own duties the liability for this is direct and cannot be derived from the fact that a safe harbour (that applies in different scenarios) has been lost.

But what about otherwise? It is up to the Member States to decide when and under what conditions non-neutral platforms (those that have control or create the appearance of being the provider) should be liable for the non-performance of its duties. Art. 6.3 DSA merely states that they will not enjoy the (conditional) exemption from liability that other platforms (hosting intermediaries in general) can benefit from for infringements committed by third parties using their services.

5. WHICH LIABILITY FOR INTERMEDIATION PLATFORMS?

5.1. ON THE IDENTIFICATION OF THE SELLER

The DSA seeks to ensure that traders improve compliance with consumer legislation. Thus, the marketplaces referred to in Chapter II, Section 4 (excluding micro or small enterprises) must ensure that the trader offers products that comply with applicable EU consumer law and product safety legislation, although for this purpose self-certification by the trader herself is sufficient [Art. 30.1 (e) DSA], who is solely responsible for the information she provides, without detriment to the platforms making every effort to assess whether this


\(^{27}\) According to Art. 6a of Directive 2011/83, as amended by Art. 4.5 of Directive (EU) 2019/2161 on modernisation of Union consumer protection rules, obligations related to the contract can be shared between the third party offering the goods, services or digital content and the online marketplace provider. As per CJEU C-536/20, of 24 February 2022, Tiketa (ECLI:EU:C:2022:112), para 53, the information referred to in Art. 6.1 of Directive 2011/83 can only be provided to the consumer, prior to the conclusion of the contract, in the general conditions for the provision of services on the intermediary’s website, which that consumer actively accepts by ticking the box provided for that purpose, provided that such information is brought to the consumer’s attention in a clear and comprehensible manner.

\(^{28}\) But see SCHULTE-NÖLKE, “The EU Digital Services Act”, in DE FRANCESCHI – SCHULZE (eds), Harmonizing Digital Contract Law, pp. 715-716, who uses the judgment CJEU C-149/15, of 9 November 2019, Watbelet (EU:C:2016:840) in order to grant a claim to consumers against platforms that do not properly inform of the identity of the service provider, which according to the author would fail under Art. 6.3 DSA.
information is reliable, complete and accurate (Art. 30.2 DSA). Indeed, imposing a duty on the platform to provide information on the trader, as well as ensuring that the design of the online interface facilitates this (Art. 31 DSA), aims to make it clear with whom the consumer is contracting, to ensure traceability and/or to suspend the provision of their service to certain traders who do not comply with the request to provide reliable, complete and up-to-date information (Art. 30.3, 31.3 DSA).

However, the duty to require this prior identification or information is of limited use to consumers if it turns out that they cannot sue traders, for example, because they live in another country or because they are not creditworthy. In addition, platforms are only required to check randomly whether products offered by third parties have been identified as illegal (Art. 31.3 DSA). Art. 32 DSA is particularly noteworthy in the sense that, while it obliges the platform to explain to the consumers concerned - or publicly in the online interface - that it has identified the illegality of the goods or services offered through its services, this duty is limited to transactions made within the last six months from the moment the platform becomes aware of such illegality. The platform is not liable for having made the illicit behaviour possible; it must simply warn deceived consumers of the identity of the trader and of the remedies available to them against the latter.

5.2. ON THE SELLER’S BREACH OF CONTRACT

5.2.1. THE PORTUGUESE EXAMPLE

Portugal is the only country, to my knowledge, that has addressed the liability of non-neutral platforms in accordance with the proposed ELI Model Rules on Online Platforms. Thus, if the requirements foreseen in art. 44 De-

29 Vid. Regulation (EU) 2023/988 of the European Parliament and of the Council of 10 May 2023 on general product safety (OJ L 135, 23.05.2023), Recital 58: “Building on the provisions of Regulation (EU) 2022/2065 concerning the traceability of traders, providers of online marketplaces should not allow a specific product offer to be listed on their platforms unless the trader has provided all information related to product safety and traceability as specified in this Regulation. Such information should be displayed together with the product listing so that consumers can benefit from the same information made available online and offline. However, providers of online marketplaces should not be responsible for verifying the completeness, correctness and the accuracy of the information itself, as the obligation to ensure the traceability of products lies with the relevant trader”. On traceability of products, the obligations of economic operators in case of distance selling and, specifically, the obligations of online marketplace providers related to product safety, see Art. 18, 19 and 22 of Regulation 2023/988. In particular, Art. 20.10 (b) stresses that it is the self-certification of traders that commits them to offer only products that comply with the provisions of the Regulation 2023/988 and additional identification information, in accordance with Art. 30.1 DSA.

30 On this, Morais Carvalho, Jorge, “Portugal”, in De Franceschi, Alberto - Schulze, Reiner (eds), Harmonising Digital Contract Law, Hart-Beck-Nomos, 2023, [pp. 533-545], pp. 541-542.
creto-Lei n. 84/2021 are met, online marketplaces are jointly and severally liable with traders for non-compliance:

1. The online marketplace provider who, acting for purposes related to her/his activity, is a contractual partner of the professional who makes the digital good, content or service available is jointly and severally liable to the consumer for the latter’s lack of conformity under the terms of this decree-law.

2. For the purposes of the provisions of the previous paragraph, the online marketplace provider shall be considered the contractual partner of the professional if he exercises a predominant influence on the conclusion of the contract, which shall be the case in the following cases:
   (a) The contract is concluded exclusively through the means made available by the online marketplace provider;
   (b) the payment is executed exclusively through the means made available by the online marketplace provider; or
   (c) the terms of the contract concluded with the consumer are mainly determined by the Online Marketplace Provider or the price to be paid by the consumer may be influenced by the Online Marketplace Provider; or
   (d) the associated advertising is focused on the Online Marketplace Provider and not on professionals.

3. Without prejudice to the provisions of the previous paragraph, for the purposes of assessing the existence of dominant influence in the conclusion of the contract, any facts which may give rise to the consumer’s confidence that the online marketplace provider exercises a dominant influence over the professional supplying the digital good, content or service may be considered.

5.2.2. AND IN SPAIN?

The platform’s liability for breach of a contract that it has not entered into and from which no obligation arises for it is a complex issue. Certainly, assigning liability to it is contrary to the principle of the relativity of contracts, and yet, if the European legislator decided to do so, it would not be the first time that this would have happened.31 Without referring specifically to platforms,

---

the Consumer Code in Catalonia had already provided (not necessarily in a representative action scenario), for the joint and several liability of the business and the intermediary who offers goods or services to consumers (Art. 231-1, Art. 231-5.2), for the breaches of the latter, though the consequences are not limited to private law. According to this rule, the businessman is also liable to the consumer for breaches of duties that are only incumbent on the intermediary with whom he has a contractual relationship. This is not what is being discussed here, but the example illustrates well how relative the very relativity of contracts ends up being when the legislator imposes it for the sake of greater consumer protection.

It is reasonable to impose liability on platforms, at the very least if they are not neutral and play a role of predominant control, if one considers that they do not merely facilitate transactions but, beyond that, have the power to transform market relations and to influence the contract between their users. There is an economic link between contracts concluded on and with platforms that should also be considered. Moreover, if the consumer enters into a contract with the supplier of goods and services through the platform, it is precisely because of the trust that the platform merits. In Spain, the confidence or good faith placed in third parties is an argument that has been particularly considered in the Dieselgate judgments. The STS 11 March 2020 allows the consumer to claim damages from the manufacturer, on the understanding that this is a basic consumer right that could be frustrated by the difficulty in claiming damages from a seller who could be insolvent, or which could be affected in the event that the seller was in good faith and, on the other hand, the manufacturer was fraudulent (art. 1107 CC). Thus, if the car does not meet the characteristics with which it was offered, with respect to the ultimate consumer, there is not only a breach by the seller, but also by the manufacturer who placed it on the market and advertised it; the damage suffered by the buyer corresponds directly to the breach attributed to the manufacturer. Therefore, if such a direct action is possible against the manufacturer, with a scope that goes beyond the provisions of art. 125 TR-LGDCU, why should it be ruled out that this same (contractual) action could be brought against the platform, when it is the platform that, in the end, creates the risk of contracting with it? These risks - when they exist - should be borne by them, jointly and severally with the seller, without prejudice to the actions that they could later bring against the latter, given that the platform is in the best position to hold the defaulting supplier liable.


Therefore, it is reasonable that such platforms are contractually liable, not only for the breach of the duties incumbent on them - because they have so assumed in the contract with the seller or because professional diligence so requires - but also when the third party, i.e. the seller (who fails to supply, supplies late, or supplies improperly), is in breach of its obligations. In Spain, until now, platforms have been held jointly and severally liable only when they could be understood to have implicitly taken on the role of guarantor with respect to the suppliers’ fulfilment of their contractual obligations, for example, by providing misleading information about the quality standards of the underlying service. In particular, this is the view of the SAP Cuenca of 8.05.2018. Nevertheless, some of the reasoning in this judgement is not consistent, since it cannot be said that the platform should have informed the consumer that the service provider was not legal, and/or neither did it have the required liability or accident insurance. If the platform had been aware of this situation, the liability would not derive from the lack of information in this respect, but from the failure to immediately withdraw the offer of the hosted services.

6. CONCLUSIONS

A high level of consumer protection with the aim of ensuring a safer online environment has been explicitly included among the objectives of the DSA, and responsible and diligent behaviour by providers of online platforms that allow consumers to conclude distance contracts is addressed in Art. 6 (3). The new features of the DSA regarding the liability of certain platforms that allow online contracts to be concluded with consumers are to be welcomed. However, the regulation is still too dependent on how Member States decide to impose such liability in their domestic legislation. It is necessary to be very expectant of the evolution, in particular, of the Portuguese regime and, in other countries, to wait until the legislator undertakes a reform of domestic legislation, waiting for national jurisprudence to lead the way, as has already happened in other areas in which there has been no hesitation in recognising the contractual liability of a third party not involved in the contract.

Amendment 73 with a proposal for a new Art. 5 (a).

34 Further references to this judgment, in ÁLVAREZ MORENO, La contratación electrónica, p. 208-210; Díez Soto, “Responsabilidad”, in GONZÁLEZ PACANOWSKA - PLANA ARNALDOS (eds), Contratación, pp. 191-192.